
 

Instructions for Adding Additional Security to Pierpont 
Account 

 
 

Step #1: From the Pierpont.edu homepage, click the “Portal” link at the top of the page. 
 
Step #2: Log into the Pierpont Portal using your Username and current active Password.   
 

 
 
 

 
 

Step #3: If your Pierpont account already has the additional security measures, you will be directed 
into the Portal.  If your Pierpont account requires additional security measures you will be directed 
to the following screen. 

 
 



Step #4: On this page, you will click NEXT, where you will be taken to a Microsoft Authenticator 
page (see below). 

 
 
 

 
 

Step #5: Click on the “I want to set up a different method” highlighted in red above. 
 

• This will allow you to choose between four methods for two-factor authentication (Authenticator app, text, phone 
call, email [NOTE: email must be a personal email. NOT your Pierpont email]). See below. 

 



Step #6: The example below is for the “Phone” authenticator. 
 

• For phone, you will be asked to provide your cell phone number and receive a text message or phone call 
with a login code. 

• NOTE: Although this example is for phone, you may choose any or all authentication methods. 
 

 
Here, you will choose between a phone call or text. 

 



• Here, you will enter the code provided to your cell phone. 
 
 
 
 

 
 

• The screen below shows that the phone number and code have been verified. 
 

 
Step #7: Upon completion of any methods, you will receive a “Success” screen (see be- 
low). 

 


